
Be suspicious  
of the following:

Hyperlinks to websites

Unofficial “From” addresses

“Urgent” request threats

Email attachments

Requests for sensitive information

Generic “Dear User” emails

EMAIL
PHISHING!
WHAT TO BE AWARE OF...

LEARN MORE 
Use QR Code or Visit  

https://training.solutions4it.co.uk/

FOR FREE ACCESS 
USE CODE BECYBERAWARE www.solutions4it.co.uk

CALL US TO DISCUSS YOUR CYBER SECURITY ON 0121 289 4477
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