
Be suspicious  
of the following:

Hyperlinks to websites

Unofficial “From” addresses

“Urgent” request threats

Email attachments

Requests for sensitive 

information

Generic “Dear User” emails

EMAIL
PHISHING!
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